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Part1

Prerequisites

The BigFix Core Protection Module powered by Trend Micro uses the highly scalable Unified
Management Platform to deliver immediate protection against all types of malware attacks - virus,
spyware, rootkit, blended attacks, and malicious website files. By integrating world class Anti-Malware
from Trend Micro with multi-vendor management, this solution can simplify endpoint protection, reduce
risk, and streamline administrative tasks.

This User’s Guide will help you install, configure, and customize this product for your environment.
Specifically, you will be installing server components, installing endpoints, activating analyses,
customizing your configurations, enabling tasks, and viewing reports.

How CPM Works

BigFix Core Protection Module powered by Trend Micro uses Fixlet technology to identify agents with
outdated antivirus and malware protection. This technology allows you to trigger thousands of computers
to update a pattern file and have confirmation of the completed action in minutes, rather than hours or
days.

Protect your endpoints from security risks by deploying the CPM client across your network. The client
provides real-time, on-demand, and scheduled malware protection, Web security, and a client-side
firewall. You can track the progress of each computer as updates or configuration policies are applied,
making it easier to gauge compliance levels.

Once CPM is installed, the CPM dashboard within the BigFix console will help protect your networked
computers and keep them secure. Deploying CPM to your endpoints can be accomplished in minutes.
Thereafter, you can track the progress of each computer as you apply CPM component updates, thus
making it easy to gauge the level of protection across your entire enterprise. Additionally, the Web
Reports feature allows you to chart the status of your overall protection with Web-based reports.

Types of Scanning in CPM

Core Protection Module offers three types of Malware scans: On-Demand, Real-Time, and Scheduled
scans. You can apply the same scan to all endpoints, or create different scan configurations and apply
them to different sets of endpoints based on criteria that you set. Users can be notified before a
scheduled or on-demand scan runs, but do not receive notification if a detection occurs on their machine.
Detections are logged and available for review in the Reports node of the navigation tree.

You may associate any of these scans with selected computers, users, or other conditions. As a result,
you can define multiple scan settings and then attach a particular scan configuration to a given set of
computers. Scan settings are saved in the CPM Dashboard.

= On-Demand scans—Use On-Demand scans to run a one-time scan of client hard drives and/or
the boot sector. Launch the default scan with the Scan Now Task. On-Demand scans can take
from a few minutes to a few hours to complete, depending on client hardware and how many files
are scanned.
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= Real-Time scans— This type of scan checks files for malicious code and activity as they are
opened, saved, copied or otherwise being accessed. These scans are typically imperceptible to
the end-user. Real-time scans are especially effective in protecting against Internet-borne threats
and harmful files being copied to the client.

= Scheduled scans— You can schedule an On-Demand scan to trigger at a given time, day, or
date. You can also have the scan automatically reoccur according to the schedule you set to
configure and run the default Start Scan Now task.

Process Overview

What you are about to do:

Run the |1

CPM to your Endpoints

Activate Analyse

Learn How to Monitor your (

dpoints through Tasks and Wizards

The purpose behind these actions:

1. Install Server Components
2. Deploy CPM

3. Set ActiveUpdate Server
4. Activate Analyses

5. Configure Endpoints

6. Monitor CPM Deployment

7. Web Reports

User’s Guide

Install components that gather pattern updates from Trend Micro
Deploy the CPM engine onto each machine

Set interval at which the server checks if new pattern files have
been published by Trend Micro

Tell clients to report data on their configuration and status

Use Tasks and Wizards to customize settings used by your
endpoints and server

Monitor the settings, details, and overall health of your
deployment

View high level reports and information on endpoint status and
infections
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Navigating CPM in the New BigFix Console

BigFix Core Protection Module encompasses a host of new and upgraded features that provide enhanced
visibility and functionality. In addition, the BigFix Console changed after version 7.2, which resulted in

several new navigation updates for accessing your data. This section will address how to get around in
the new Console.

The navigation tree in the BigFix Console, which is available for all BigFix products, will serve as your
central command for all CPM functionality. The navigation tree gives you easy access to all reports,
wizards, Fixlet messages, analyses and tasks related to the anti-malware tools in your deployment.

In the context of the BigFix Console, products or sites are grouped by categories or domains. For
example, Core Protection Module is one of the sites contained within the Endpoint Protection domain,
along with Device Control and Client Manager for Endpoint Protection.

-] BigFix Enterprise Console

File Edit iew Go  Tools  Help |
Back - *Furward - | # 5how Hidden Content {

Sites «

2
Client Manager for Enu:lpu:uilfr'd:ectiu:un (123)
Core Protection Module {109)
Device Conkral (16}

0 All Content

@ BigFid Management

' Endpoint Protection «ff— Domain

'1. Patch Management

Components
The BigFix Console organizes content into four parts:

= Domain Panel — Includes navigation tree and list of all domains

= Navigation Tree — Includes list of nodes and sub-nodes containing site content
= List Panel — Contains listing of tasks and Fixlets

=  Work Area — Work window where Fixlet and dialogs display

The domain panel is the area on the left side of the Console that includes a navigation tree and a list of all
domains. The navigation tree includes a list of nodes and sub-nodes containing site content.

In the image below, you will see a nhavigation “tree” at the top with expandable and collapsible nodes, and

a list of domains at the bottom. By clicking the Endpoint Protection domain at the bottom of the domain
panel, a list of sites associated with that particular domain will display in the navigation tree at the top.
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b BigFix Enterprise Console
Eile Edit Wiew @o Tools ﬂelp|

Back - *Fl:urward -

Client Manager for Endpoint Protection {123)
Core Protection Module (1090
J Crervies
E Reparts (4]
E Common Tasks (213
% Deployment (230
E pdakes (9)
E Configuration (3]

% Troubleshooting {83
]—IE| Device Conkrol (16)

@ BigFiz Management

" Endpoint Protection

.1. Patch Management

-[3' Security Configuration B

The red-outlined area represents the entire Domain Panel (including the navigation tree and list of
domains), and the blue box contains just the Navigation Tree for the Endpoint Protection domain.

CPM tasks are sorted through upper and lower task windows, which are located on the right side of the
Console. The upper panel, called the List Panel (blue), contains columns that sort data according to type,
such as ID, Name, Site, Applicable Computer Count, etc. The lower panel or Work Area (red) presents
the Fixlet, task screen or Wizard from which you will be directed to take specific actions to customize the
content in your deployment.
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Restare Spyware/Grayware. ., Dashboard

Core Protection Module - Start Scan Mow Fixlet ‘_ i —
Core Protection Module - Stop Scan Mow Fixlet List Panel

Core Protection Module - Upload Logs Fixlet

I:ommon Firewall - Upload Logs Fixlet

Core Protection Module - Upload Quarantined Files Fixlet Work Area

Core Protection Module - Enable Client Dashboard Fixlet ;l

Common Firewall - Upload Logs

. Take Action | . Edit Copy | ==Export | Hide Locally Hide Globally | 38 Femove

Description IDetaiIs I Applicable Computers (0) I Action Histary (00 |

Description

lUse this task to upload firewall log files on targeted endpaoints to the BES Server. The action below will upload the fallowing
files to the server:

s OfcPfw.log

By default, the destination folder on the BES Server is: <BES Server install directory=\UploadManagerData\BufferDirishal
wlast 2 digits of BES client id='<BES client id=

Actions

® Click here to upload logs to the BES server.

Working with Content

The navigation tree organizes CPM content into expandable and collapsible folders that enable you to
easily navigate and manage relevant components in your deployment. Click the plus sign (+) to expand
the navigation tree nodes and the minus sign (-) to collapse them.

b BigFix Enterprise Console
File Edit Wiew Go Tools Help |
(;Back - *Fnrward - ||ﬁ§hnw Hidden Conke

4

ndpoint Protection Comain

Client Manager For Endpaink Proteckion
i Device Control

= Core Protection Module

= All Endpaint Prokection

When you click on the Endpoint Protection domain at the bottom of your screen, you will see content
related to the CPM *“site” organized into expandable nodes.
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b BigFix Enterprise Console

File Edit wiew @o Tools Help |
*Back - *F-:urwarl:l - ||E|§hn:uw Hidden Conkten

b

J Erndpaint Pratection Damain
= Client Manager for Endpoint Prokection

| Dewice Control
= S Core Protection Module
— J Cherview
[—]—IE Reports (4)

J Infection

J Part Violations

J Version

J Weh Repukation
]—IE Common Tasks (213
]—I_—E Deployment (247
]—IE pdates (9
]—IE Configuration (9)
]—@ Analyses (20)
—I_—E Troubleshooting (&)
FHE) All Endpaint Prokection

| g I g S oy N oy B ey |

@ BigFix Management

' Endpoint Protection

The All Endpoint Protection node includes content (analyses, dashboards, wizards, etc.) related to the

entire Endpoint Protection domain as a whole, including all of its related “sites”.
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=+ All Endpaint Pratection

Fixlets and Tasks (165)
Baselines (0)

Analvses (423

Actions (11)

% Compuker Groups (2
=
i Sites (5]

You will use this same expand/collapse method to move through the entire navigation tree.

Note:

Depending on your operating system, your system may display the “+” and “-* buttons in the

navigation tree as triangles. Specifically, the “+” and “-* icons will display on Windows
XP/2003/2008/2008R2 machines, and triangles will display on Windows Vista/7. This feature was
designed so that the Console matches the standards and conventions of your specific operating
system. Regardless of the particular icon, the functionality of these buttons works the same way to
either expand or collapse content.

The CPM site is organized into 6 primary nodes: Reports, Product Updates, Manage Definitive Updates,

Manage Scanning, Deploy AV

Applications, and Troubleshooting.

J Endpoint Prokection Domain
= Client Manager For Endpoint Protection

| Device Conkral
2| Care Prokection Madule

—_ﬁ Troubleshooting &)
) All Endpaint Protection

5

Some of these nodes expand into sub-nodes that contain additional content:

User’s Guide
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E Client Manager for Endpoint Protection (123)

Core Protection Maodule (109)
— J CrEriE

[—]—IE Reports (4)

J Version
J InFeckion

J Web Reputation
J Port Yiolations

=-E] Common Tasks (21)

E ore Protection Module (11
% web Reputation {90
% Comman Firewall (173

[—]—I_—'é Deployment (23]

 Install (4)
% Ipgrade {4)
55 Uninstall (15)

== Updates (3)

E Ilpdate/Rollback Patterns (1)
E Pattern Update Settings (1)
% Automatic Update Tasks (5)
% Cther Update Tasks (2)

|:—]—E| Configuration (&)

= Global Settings (1)

i=| Activellpdate Server Settings (10

i=| Common Firewall Settings (23

i=| On-Demand Scan Settings (1)

:=| Real-Time Scan Setkings (1)

= Spyware Whitelist (1)

= Web Reputation Blacklist-whitelist (1)

E]—@ Analvses (20)

Gy CPM Endpoints (7)

—@ ZPM For Mac Endpaoinks (4]
—@ CPM Server (2]

—@ Web Reputation (2)

—@ web Reputation For Mac (23
—@ Comman Firewall (33

—l_% Troubleshooking (&)

See a description of each node below:

Node Description
Reports Displays reports that depict aspects of the state of your CPM
deployment and infection information

User’s Guide

12

© 2010 BigFix, Inc.



BigFix® Core Protection Module
TREND

MICRO

Provides access to tasks such as starting/stopping scans and uploading

Common Tasks guarantined files and client logs

Dep| Provides installation and upgrade Fixlets to set up your CPM
eployment deployment, and uninstall Fixlets to remove incompatible software prior
to installation

Updates Manage pattern updates for your endpoints

Configuration Allows you to customize your CPM deployment through wizard-
generated custom tasks, Fixlets, and actions

Analyses Reports detailed information about machines within your CPM
deployment
Troubleshooting Addresses health-related issues and detects machines ineligible for

CPM installation

Use the same approach of clicking the “+” and “-“ to open and close each node and sub-node of the
navigation tree.
Composite View

Some of the nodes in the CPM navigation tree display content in the List Panel by type. Types of content
can include:

=  Analyses

= Dashboards
= Fixlets

= Sites

For an overall view of CPM content, click to expand the Common Tasks, Updates, or Configuration nodes
in the navigation tree, and review the related content in the List Panel on the right.

Endpoint Protection

ﬁ Endpoint Protection Domain
Zore Prokection Module e i ; alk . Fixlet
J Chveriew Core F'r-:utectu:un Ml:u:lule Update From Cll:uu-:l Fixlet
- Core Protection Module - Disable Automatic Updates - 5., Fixlet
i Reports (4) Core Protection Module - Disable &utomatic Updates -E...  Fixlet
i=| Common Tasks (21) Core Protection Module - Enable Automatic Updates - En...  Fixlet
__E'l Deployment (243 Core Protection Maodule - Apply Automatic Updates Fixlet
= Updates (3] Core Protection Module - Clear Rollback Flag Fixlet
= . . Mew Pattern UpdatefRollback Task, .. Dashboard
= Configuration (%) Mew Pattern Update Settings Task. .. Dashboard
G Analyses (20)
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New Features in This Version

= Windows 7® and Windows 2008 R2® Platform Support

Upgrade to ESP 7.2.5 agent, which supports Windows 7 and Windows 2008 R2 operating systems before
attempting to install CPM.

= New Client Console

This new version of CPM offers a new Client Console for endpoints with Manual Scan, Scan Results, and
Update Now features.

= Automatic Pattern File Updates

The previous version of CPM required you to manually deploy updates to your endpoints. The new
Automatic Pattern File Updates feature now allows you to automatically flow pattern updates to your
endpoints.

This sophisticated feature enables you to optionally set up your BigFix deployment to automatically take
downloaded pattern files and distribute them to specific clients without BigFix console operator action.
When configured, this delivery method will automatically update ESP Clients with the latest pattern and
engine files.

Additional configuration steps are required to enable Automatic Updates. Refer to Page 29 of this
document for more detail.

= Pattern Set Rollback

Pattern Set Rollback allows you to roll back recently deployed (the last 15) pattern sets if an issue or
conflict is found with those patterns. Access this feature through the Updates node of the navigation tree,
then select Update/Rollback Patterns. Select the Pattern Update wizard, deploy the rollback action, and
target it to applicable machines.

Once a client is in the rollback state, no pattern update actions will be relevant until the rollback flag is
cleared. Use the Clear Rollback Flag task under Update > Other Update Tasks to clear the flag.

= Spyware/Grayware Restore

The Spyware/Grayware Restore feature allows you to restore (or essentially un-quarantine) objects that
your system has quarantined as potential Spyware/Grayware. Quarantined Spyware/Grayware files are
stored as a snapshot. Each “snapshot” can include multiple Spyware/Grayware files. CPM will store up to
15 of these snapshots on any given client.

In the event that CPM tags a legitimate file as spyware, this feature gives you the flexibility to restore the
file to its original location. From the navigation tree, select Tasks > CPM > Restore Spyware/Grayware
Wizard. Then select the items you want to restore, click Restore, and target your action in the Take Action
dialog.

User’s Guide 14 © 2010 BigFix, Inc.



BigFix® Core Protection Module
TREND

MICRO

= Update From the Cloud

This new feature allows you to set BigFix clients to get pattern updates directly from the Trend Micro
Smart Protection Network “in the cloud”. This feature is useful for laptops in your environment that
operate remotely outside of your main corporate infrastructure. For details about how to configure this
update, see page 24 of this document.

= Client Ul Dashboard

The Client Ul dashboard allows you to optionally display a client side dashboard containing basic
computer information, CPM information and statistics, as well as recently detected viruses or spyware
infections. There is also a hidden Technician Dashboard that will display more technical computer
information and relevant Fixlet messages for that computer. To display the Technician Dashboard, enter
the keyboard shortcut Control-Alt-Shift “T” from the Client Dashboard. You may enable/disable client side
dashboards through the Tasks node of the navigation tree under CPM.

Note: This feature requires BigFix client version 7.2.4.60 or higher.

= Web Reputation

This version of the CPM has integrated the functionality and features of the previously standalone
product, Web Protection Module. Within CPM, the integrated product is now called Web Reputation. The
Web Reputation feature prevents Web-based malware from infecting your users’ computers by
intercepting malware before it reaches your users’ computers. Access and enable Web Reputation tasks
through the Reports and Configuration nodes of the navigation tree. Web Reputation also allows enabling
and disabling the collection of visited sites.

If you currently have the Web Protection Module deployed in your environment, it must be uninstalled
prior to installation of CPM. You can use the Blacklist/Whitelist wizard available in the CPM Dashboard to
migrate any Blacklist/Whitelist policies created using the standalone Web Protection Module.

= Common Firewall

Common Firewall will block attempts by applications to send network traffic over prohibited ports. This
feature can be configured to protect against both inbound and outbound port violations on your endpoints.
You can set the Firewall to low, medium, or high security levels, which can be configured through the
Common Firewall wizards in the Configuration node. You can monitor firewall policies through the Port
Violation reports found under the Reports node of the navigation tree.

Note: This feature will only appear in your CPM Dashboard if you have purchased and are
subscribed to the Trend Micro Common Firewall site.
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System Requirements
Minimum requirements for the Core Protection Module endpoints are outlined below by operating system:
For Windows 2000

Supported operating systems

= Microsoft™ Windows™ 2000 with Service Pack 3 or 4
=  Microsoft Cluster Server 2000

Hardware Requirements

300MHz Intel Pentium processor or equivalent

512MB of RAM

700MB of available disk space

Monitor that supports 800 x 600 resolution at 256 colors

For Windows XP / 2003 32-bit Edition
Supported operating systems

Microsoft Windows XP Professional 32-bit Edition with Service Pack 1 or 2

Microsoft Windows Server 2003 32-bit Edition with or without Service Pack 1 or 2
Microsoft Windows 2003 Web Edition, 32-bit Edition with or without Service Pack 1 or 2
Microsoft Windows Server 2003 R2 32-bit Edition with or without Service Pack 1 or 2
Microsoft Windows Storage Server 2003 32-bit Edition

Hardware requirements

= 300MHz Intel Pentium processor or equivalent; AMD(TM) x64 or Extended Memory 64
Technology (EM64T) processor architectures also supported

= 512MB of RAM

= 700MB of available disk space

=  Monitor that supports 800 x 600 resolution at 256 colors

For Windows XP / 2003 64-bit Edition

Supported operating systems

Microsoft Windows XP Professional 64-bit Edition with Service Pack 1 or 2

Microsoft Windows Server 2003 64-bit Edition with or without Service Pack 1 or 2
Microsoft Windows 2003 Web Edition, 64-bit Edition with or without Service Pack 1 or 2
Microsoft Windows Server 2003 R2 64-bit Edition with or without Service Pack 1 or 2
Microsoft Windows Storage Server 2003 64-bit Edition

Microsoft Cluster Server 2003 64-bit Edition

Hardware requirements

= Intel x64 processor, AMD x64 processor
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512MB of RAM
700MB of available disk space
Monitor that supports 800 x 600 resolution at 256 colors

For Windows Vista

Supported operating systems

Microsoft Windows Vista Business 32-bit Edition (with latest service pack)
Microsoft Windows Vista Enterprise 32-bit Edition (with latest service pack)
Microsoft Windows Vista Ultimate 32-bit Edition

Microsoft Windows Vista Business 64-bit Edition

Microsoft Windows Vista Enterprise 64-bit Edition

Microsoft Windows Vista Ultimate 64-bit Edition

Hardware requirements

800MHz Intel Pentium processor or equivalent; AMD x64 or Extended Memory 64
Technology (EM64T) processor architectures also supported

1GB of RAM

700MB of available disk space

Monitor that supports 800 x 600 resolution at 256 colors

For Windows Server 2008

Supported operating systems

Microsoft Windows Server 2008 32-bit Edition
Microsoft Windows Server 2008 64-bit Edition
Microsoft Windows Server 2008 R2 32-bit Edition
Microsoft Windows Server 2008 R2 64-bit Edition

Hardware requirements

800MHz Intel Pentium processor or equivalent; AMD x64 or Extended Memory 64
Technology (EM64T) processor architectures also supported

1GB of RAM

700MB of available disk space

Monitor that supports 800 x 600 resolution at 256 colors

For Windows 7

Supported operating systems

Microsoft Windows 7 32-bit Edition
Microsoft Windows 7 64-bit Edition

Hardware requirements

800MHz Intel Pentium processor or equivalent; AMD x64 or Extended Memory 64
Technology (EM64T) processor architectures also supported

User’s Guide 17 © 2010 BigFix, Inc.
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1GB of RAM
700MB of available disk space

Monitor that supports 800 x 600 resolution at 256 colors

Incompatible Software

Other AntiVirus software

Computer Associates ARCserve Backup
HSM (Hierarchical Storage Management) Backup Software
Symantec Software Virtualization Solution

In addition, the following list of products should be removed using their respective uninstallers prior
to CPM deployment:

Trend Micro ServerProtect

Trend Micro Internet Security 2008
Trend Micro Pc-cillin 2007

Trend Micro Pc-cillin 2006

Trend Micro Pc-cillin 2005

Trend Micro Pc-cillin 2004 (AV)
Trend Micro Pc-cillin 2004 (TIS)
Trend PC-cillin 2003

Trend PC-cillin 2002

Trend PC-cillin 2000(WinNT)
Trend PC-cillin 2000 7.61(WIinNT)
Trend PC-cillin 98 Plus(WInNT)
Trend PC-cillin NT 6

Trend PC-cillin NT

Trend Micro HouseCall Pro

Virus Buster 2000 for NT ver.1.20-
Virus Buster 98 for NT

Virus Buster NT

ServerProtect for Windows NT

User’s Guide
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Part 2

Installation

This procedure assumes that you have already installed the BigFix Unified Management Platform and are
familiar with the contents of the BigFix Console Operators Guide.

Installing Server Components

To install the server components, click Deployment in the CPM navigation tree. Then click Install and view
the applicable installation tasks in the List Panel on the top right. Click the Install Server Components

task.

b BigFix Enterprise Console

Eile Edit Wiew Go Tools ﬂelp‘

|@ Show Hidden Contert |ﬁ show Non-Relevant Contert

& YRefresh Cons

o Back, - *Fnrward -

J Endpoint Protection Domain
£ Client Manager For Endpoint Prokection

| Device Control

= '.E-] Core Protection Module

J Ohvervie

; Reports (4}

E Common Tasks (21)

E Deplovment (24)
2 Tnstall (4)

% Upgrade (5}

Mame i

Core Profection Moduls - Fodroiot Deploy

TOre PTOLECLION MogUE - et BLLvelp0ate Server Fatt. ..
Care Prokection Module For Mac - Endpoint Deploy

When the Install Server Components task opens in the work panel, review the Description text and click
in the Actions box to initiate the deployment process.
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Take Action | o Edit Copy | ==Export | Hide Locally  Hide Globally | xR_emove

Description |Details I Applicable Computers (0} | Action Histary (0) |

The listed computers are BES Servers which do not have the Trend Micro
Core Protection Module Server components installed. Core Protection

Module Server components provide pattern updates for CPM endpoints,
Use this action to deploy Core Protection Module Server components an

BES Servers that do not have it

Important Note: After installing the server components, be sure to use
the Core Protection Module - Set Activellpdate Server Pattern Update

interruption is acceptable.

File Size: 43.5 MB

Interval task to ensure the latest pattern files are available for
deployment to CPM endpaoints.,

Important Mote: This action will restart the "BES Root Server” service,
Please schedule the installation to occur at a time when a brief service

® Click here ta initiate the deployment process.

In the Take Action dialog, go through the tabs (Target, Execution, etc.) to customize this action within
your system, then click OK. Check the BigFix Console Operators Guide for specific details about the Take

Action dialog.

Note:

The Install Server Components task automatically restarts the BES root server service.

Next, you will remove conflicting products and deploy CPM to your endpoints.

Removing Conflicting Products

If a computer is “relevant” to the Removal of Conflicting Product Fixlet, you will not be able to install CPM
on that endpoint. To resolve this issue, use the uninstall Fixlets in the Deployment/Uninstall node of the
navigation tree to remove conflicting products from your deployment.

]

= Client Manager for Endpoint Pratection (123)
—}H:E| Core Protection Madule (109)
_all| Oepyview

g Reports (4)
S| Common Tasks (21)

E Updates {9)

4 Uninstall (15) >

L |ninskall

; odule - Endpaint Urinsta

Core Protection Module - Remove Server Components
Core Protection Module - Uninstall BigFix AntiPest 1.0
Core Protection Module - Uninstall BigFix AntiPest 2.0
Core Protection Module - Uninstall BigFix Antivirus
Core Protection Module - Uninstall eTrosk Antiviros
Core Protection Module - Uninstall eTrost Inoculakel T
Core Protection Module - Uninstall Mcafee ePolicy Qrohestratd
Caore Praotection Module - Uninstall McAfee VirusScan
Core Protection Module - Uninstall Sophos &nki-Yirus
Core Protection Module - Uninstall ymantec ankivirus Corpor §,
Core Protection Module - Uninstall Symantec antivirus Corpor ),

L oes-Reokackiontlodulimelloinet sl Sorn anbac-Endpaink-Reobacd |

==

The Core Protection Module includes several audit Fixlets that automatically detect the presence of
incompatible software or hardware in your environment. Click Troubleshooting in the navigation tree to
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find the applicable Fixlets.

Troubleshooting

Zommon Firewall - Disable Windows Firewall

Core Protection Module - Improper Service Status

Zore Protection Maodule - Ineligible For Install - Insufficient Hardware Resources
Caore Prokection Madule - Ineligible For Install - Insufficient Software Resources
Core Protection Module - Ineligible for Install - Removal of Conflicting Producks or Upgrades Required
Zore Protection Module - Reskart Meeded

Consider making a baseline composed of the uninstall Fixlets to remove the conflicting products. To do
this, select Create New Baseline from the Tools menu at the top of your screen.

b BigFix Enterprise Console

File Edit ‘Yiew Go | Tools Help|

4 Back ~ WP Forward - ,5:"'-’ Take Cuskamn Action, ..

(Endpsint Protection ) Create New it

4| Create Mew Task,.. /
Client Manager For E ﬁ‘ Create Mew Baseling. .

—+=| Core Protection Mot 4 Create Mew Analysis...
1 1

For more information on creating baselines, consult the BigFix Console Operators Guide.

Installing Endpoints

To install endpoints, go to the Deployment node of the navigation tree, select Install, then click on Install

Core Protection Module - Endpoint Deploy to target and deploy CPM to relevant computers.

b BigFix Enterprise Console

File Edit ‘iew Go Tools uelp|

é Back - * Forward = | @ Show Hidden Conkent |E Shiow Mon-Relevant Conkent

Cww

Mame "T
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Core Protection Module {109)

£S5 Reparts (4)

i=| Common Tasks (210
= —_ﬁ Deplayment (230
5 Install (4)

—'é Upgrade (4)

E lient Manager far Endpaint Pre | Core Protection Maodule For Mac - Endpaint D

J Overview ﬁ

Core Prokection Module - Set Ackivellpdate 5.,
Core Protection Module - Install Server Caomp, ..
Core Protection Module - Endpoint Deploy
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At the Endpoint Deploy Task window, go to the Actions box and click where indicated to initiate the
deployment process.

é‘-" Take Action | # Edit Copy |=5:Export | Hide Locally Hide Globally | K Lemoyve

Description | Details I applicable Computers (0) I Action History (0 I

Do ——

The listed computers do not have Trend Core Protection Module installed. Core Protection Module will enable clients to monitor, detect,
and fix viruses and spyware found. Use this action to deploy Core Protection Module on computers that do not have it.

Mote: Only client computers without conflicting software products can deploy Core Protection Module,

Mote: Before installing Core Protection Module, computers must meet minimum software and hardware requirements,

Mote: Client machines may briefly display DOS windows during action execution,

Important Note: Installation of the CPM endpoint will cause a restart of the computer's TCP stack, When deployed on machines running
the BES Server, this will cause all active BES Console connections to close, Please schedule the installation to ocour at a time when this
interruption in connectivity is acceptable,

Deployment Options: This action allows you to install to the default path "%sProgram Files®%\Trend Micro" or to specify a custom path.

e« Default installation path: Leave the action parameter dialog blank
& Custom installation path: Specify custom path in action parameter dialog, including drive letter - "C:\folder1\folder2\Trend Micro

Home"
& Ilegal path characters: Do not use illegal Windows characters including * 2 * | f < = and : \, unless used as legal part of path
Environment variables (i.e. %ehome_directory%e) are not supported for custom installation path,
& This action will fail if illegal path characters are used or the drive letter specified does not exist or meet minimum space
requirements

File Size: 51.7 -66.5 MB

‘ ® Click here to initiate the deployment process. *—- \

For a custom installation, select an installation path. For a default installation, leave blank, click OK and
enter your Private Key Password. This takes you to the Take Action dialog, where you can customize the

parameters of the Action.
Action Parameter E

Specify an installation path ;I

For default installation path, leave blank _I
w

(0’4 I Cancel |

For more detailed information on using the Take Action dialog to deploy your endpoints, check the BigFix
Console Operators Guide.

Set ActiveUpdate Server Pattern Update Interval

When this action is run, the CPM server will check if any new patterns have been published by Trend
Micro. Any new patterns will be downloaded and made available for deployment using the Pattern
Update/Rollback Wizard in the CPM navigation tree. If automatic updates have been configured and
enabled for server components, endpoints configured for automatic updates will download and apply the
new patterns immediately.

Click the Updates node of the navigation tree and click New Pattern Update/Rollback Task.

User’s Guide 22 © 2010 BigFix, Inc.


http://support.bigfix.com/resources.html
http://support.bigfix.com/resources.html

BigFix® Core Protection Module
TREND

MICRO

[ BigFix Enterprise Console

File Edit \Wew Go Taools ﬂelp|
Back - *Farward -

%5 show Hidden Content

£

= client Manager Far Endpaint Prokection (123)
E] Care Protection Madule (109}

o
=
a
=
<
=

Reports (4)
Common Tasks (213
i Deployment (230

pdates {9 ‘/
= Ipdate/Rollback Patterns (1)

LJ Mew Pattern Update/Rollback Task. .
'E Pattern Ipdate Settings (1)

iiiilmll i ) |

You should set this action to run as a policy with periodic re-applicability behavior. It is recommended that

you apply this Task through the Take Action dialog and select the following action parameters under the
Execute tab:

= Never expire

= Run once an hour

= Retry up to 99 times on failure

= Reapply an unlimited number of times

Activating Analyses

Now, you will provide additional information about endpoints and activate the Analyses in the CPM site.
As the analyses results feed the CPM reports and provide additional information about endpoints,
activating analyses allows you to see those reports displayed in the CPM Dashboard.

Click the Analyses node in the navigation tree. CPM analyses are organized into the following sub-

groups: CPM, Web Reputation, and Common Firewall. You may activate analyses by sub-group or all at
once.
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H—]—@ Core Protection Module {109)
| DveErview

E Reports (4)

E Comman Tasks (21)

—_é Deployment (230

E pdates (9

E Configuration (&)

Analyses (200

iy CPM Endpoints (7)

—lﬁh CPM Far Mac Endpoints (<)
—lﬁh CPM Server (2]

—@ Web Reputation (2)

—B—ib Web Reputation for Mac (2)
—lﬁb Cormman Firewall (33

—l_% Troubleshooking (&)

The designated analyses will display in the list panel on the right. Analyses will display as “Not Activated”
in the status column. Select all of the analyses you want to activate, then right-click and select Activate
from the dropdown menu. Enter your Private Key Password.

ion Module - Yir nati Copy Texk

Mod IJ||;= - Endp .
on Module arejfarayware Information E e
. Select Al

skare Infa. ..

Globally Hide

Glabally Unhide
lf:ﬁEn:I:ivaI:e Gl DA chivate | # Edit =xExport | Hide Locally Hide Globall  Locally Hide

Locally Unhide -~

Descripkion |Detai|5 I Spplicable Computers (00 I
| Bckivake

To activate the Common Firewall analyses, select Analyses from the navigation tree and then click
Common Firewall to display the applicable analyses. Select all analyses that have not been activated and
right-click to display the drop down menu. Select Activate, and enter your Private Key Password.
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Upgrading from CPM Version 1.5

To upgrade to the latest version of CPM from an earlier version, click Upgrade under the Deployment
node of the navigation tree. From here, you can upgrade your CPM server, your endpoints, and your
Client Dashboard.

Note: Only client computers without conflicting software products can deploy Core Protection
Module, and computers must meet minimum software and hardware requirements.

—Hi=E| Core Pratection Module

Mame
—J Crvervism Core Pratection Module - Upgrade Server Components
[]J; Repotts (4) Core Protection Module - Upgrade Endpoint URL Filtering Engine

= Core Prokection Module - Upgrade Endpaink
Common Tasks (21
e 2t Care Prokection Module - Upgrade Client Dashboard
[]—@ Deployment (Z3)

E Inskall (4

E Llnlnstall (15)

Click the appropriate Task from the list, and when the dialog opens, click where indicated in the Actions
box to deploy the task.

If you're using the Client Dashboard, you may also upgrade this to the latest version of CPM. Do this by
clicking the Upgrade Client Dashboard task, and then click in the Actions box of the dialog to initiate.

Note: Any old ‘Check server for pattern update’ tasks should be stopped and a new policy action
should be issued from the ‘Set ActiveUpdate Pattern Update Interval’ task.

Note the Following Prior to Upgrading From CPM 1.0 to 1.6:

= Option1l. Update CPM clients to version 1.6 first. Once all CPM clients have been updated,
update the CPM server components to version 1.6. You will not be able to update
firewall patterns on any of your endpoints until you update the CPM server
components.

= Option 2. If you are unable to wait until all CPM clients have been updated to version 1.6, you
may proceed with updating your CPM server component to version 1.6. Then use
the “Server Settings Wizard” to change the update source to:

CPM 1.0: http://cpm-p.activeupdate.trendmicro.com/activeupdate <http://cpm-
p.activeupdate.trendmicro.com/activeupdate>

You will not be able to update firewall patterns on your endpoints while the update
source is set to the CPM 1.0 AU server.

After you have updated all of your CPM clients to version 1.6, use the “Server
Settings Wizard” to change the update source back to the CPM 1.5 AU Server:

CPM 1.5: http://cpm15-p.activeupdate.trendmicro.com/activeupdate <http://cpm15-
p.activeupdate.trendmicro.com/activeupdate>
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Part 3

Configuration

The Configuration node in the navigation tree includes content for customizing your CPM deployment.

g—? Configuration (3}

Global Settings (1)

Activelpdate Server Settings (1)
Common Firewall Settings (2)
Cn-Demand Scan Setkings (1)
Feal-Time Scan Setkings (1)

Spyware whitelist (1)

Weh Reputation Blacklist-Whitelist (1)

Each sub-node under Configuration contains a related Wizard for customizing the CPM settings on your
endpoints. Wizards are highlighted in blue below:

H—]—? Configuration (&)

f—]—? Global Settings (1)
|—J Global Settings
[—]—E Activellpdate Server Settings (1)
|—J Activelpdate Server Settings
[—]—E Comman Firewall Settings (23
J Global Exception Rules. ..
J Mew Palicy Task, ..
[—]—E On-Demand Scan Setkings (1)
|—J On-Demand Scan Setkings
[—]—E Real-Time Scan Setkings (1)
|—J Real-Time Scan Settings
[—]—E Spuyware Whikelist (1)
|—J Spyware Whikelisk
El—? Wieb Reputation Blacklist-Whitelist (1)
|—J ‘Web Reputation Blacklist-Whitelist

Configuring Updates

There are three ways to get updates with Core Protection Module version 1.6:

= Manual Updates:
= Automatic Updates:

= Update from Cloud:

ESP Administrator issues update action for each pattern-set

ESP Administrator configures automatic updates once and issues update
policy action once

Clients update from the Trend Micro ActiveUpdate (cloud) server

Note: These update types are not mutually exclusive. You may elect to use manual updates in

some parts of you
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Similarly, Update from Cloud actions can be applied by clients using either automatic or
manual updates.

Manual Updates

Configure a policy action to run on your server that periodically checks for available updates. If updates
are found, they are made available for deployment to your endpoints using the New Pattern Update
Rollback wizard.

Note: You should take this action only once when you first install the CPM server components.
As long as you configure it to run as a periodic policy action and don't stop the action,
server installation is the only time you need to use the Set ActiveUpdate Server Pattern
Update Interval task. If you do not correctly configure this action or if the action is stopped,
you will not see new pattern updates available in the Pattern Update wizard.

From the Updates node of the navigation tree, click Update Rollback Patterns and then select the New
Pattern Update/Rollback Task.

‘- BigFix Enterprise Console

File Edit ‘iew Go Tools uelp|
" shaw Hidden Content |E

ki
f—]—? Core Protection Module (109) ;I

Back - *Fnrward -

Reparts (4
Common Tasks (21)
Deployment {233

IJpdates (9
B Update/Rallback Patterns (1)

|—J Mew Pattern Update/Rollback, Task. ..

| i il

|

L i

A list of update components is automatically pre-set as a default. Click the Deploy buttons from the wizard
shown below to update all of these components to your endpoints.

Pattern Updates Wizard

Available Pattern Updates Refresh
File D...  Size  W¥... Architecture /

b (] 20090612 123256 Rollback To | Deploy |
b (] 20090611_095553 Rollback To | Deploy |
b (] 20090610_120358 Rollback To | Deploy |
b (] 20090609_131718 Rollback To | Deploy |
» (] 20090608_100712 Rollback To | Deploy |
b [ 20090604_112356 Rollback To | Deploy |

After clicking the Deploy button, a dialog will ask you to select a Deployment Type. To deploy a one time
action, click the applicable button, click OK, and select your desired parameters in the Take Action
Dialog.
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To create an update fixlet, click the applicable button, then click OK.

Select the Deployment Type

i») Deploy a ane time action
I_) Create an update Fixlet

I oK Jl Cancel J

Select the Deployment Type

) Deploy & one time action
(#) Create an update Fixlet

l 0K JI Cancel

When the window opens, edit the Fixlet parameters and click OK to save the Fixlet. In the new Fixlet, click
where indicated in the Actions box to deploy the action.

‘ Fixlet: Update to Pattern 20100429_035143 - Core Protection Module

&

l"”Iake Action | & Edit Copy |=oExport | Hide Locally Hide Globally | xR_emove ‘

Description | Details I Applicable Computers (00 | Action Histary (0} I

=0l x|

Description

Core Pratection Module is using outdated endpoint components on the listed computers. To ensure that you
have the ability to detect the |atest viruses and threats, use this Fixlet message to update the components.

Actions

® Click here to deploy this action.

To select only specific pattern file types for updating, use the New Pattern Update Settings wizard to
apply a custom update settings configuration to your endpoints.

LA Mews Pattern Update Settings Task...
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El Client Manager For Endpoint Protection {123)
;E Core Protection Module (109)
Lol Cverview
E Reports (4)
El Common Tasks (21)
__ﬁ Deplovment {233
5] Updates (o)
El Update/Rollback Patterns (13
:=| Pattern Update Settings (1)
J Mew Pattern Update Settings Task. ..

—_ﬁ Automatic Update Tasks (50

Update Settings Wizard

Components to Update

Components

TME' Components
¥ W] 7 anti-virus
|¥] Wirus Pattern
|¥] IntelliTrap Pattern
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Automatic Updates

Offered as a new feature in CPM version 1.6, Automatic Updates allows you to automatically deliver and
apply pattern file updates to your endpoints whenever new patterns are made available by Trend Micro.

File Edit Miew Go Tools uelp|

BigFix Enterprise Console

%5 show Hidden Content

Back - *Furward -

<%

= Care Protection Madule (109}

o
=
a
=
(0]
=

Reports (4)
Commaon Tasks (21)
eployment (23]
pdates (9
Ipdate/Rolback Patterns (1)
Pattern Update Settings (13
1 Aubomatic Update Tasks (5)

] il ]
—_

[+

[+

TE] Other Update Tasks (2)

= Client Managet For Endpoint Protection (123

CPM Automatic Updates encompasses the following basic steps:

1. Run the Enable Automatic Updates — Server task
2. Run CPM Automatic Update Setup script
3. Run the Enable Automatic Updates — Endpoint task

4. Issue a policy action from the Set ActiveUpdate Server Pattern Update Interval task
5. Issue a policy action from the Apply Automatic Updates task

For a detailed description of each step, review this applicable BigFix Knowledge Base atrticle.

Updating from the

Cloud

You can now set a specific task to instruct clients to update “from the cloud” as opposed to an internal

BigFix/ESP server.

This task can be set as a policy, so that endpoints automatically get updates from the cloud when
roaming, and use the BigFix infrastructure when within the corporate network. This task will instruct
clients to update from the public Trend Micro Automatic Update server (the cloud), as opposed to an

internal BigFix/ESP server.

Note: This task will ignore “selected components to update” (as set by the Update Settings
Wizard) and will simply update all out-of-date components on the endpoint.
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Note: As the task’s relevance is not restricted to roaming computers, it is up to the administrator
to target computers correctly. Because endpoints will bypass the BigFix infrastructure and
go directly to the internet to download pattern files, there is a potential to adversely impact
your network if this task is applied incorrectly. Please target carefully and test thoroughly.

From the Updates node in the navigation tree, click Other Update Tasks and then Update from Cloud.

When the dialog opens, click where indicated in the Actions box to initiate this task.

Endpoint: Proteckion

b3

Core Protection Module (109)
J Cerview
E Reparts (4]
E Common Tasks (213
% Deployment (230
= E Updates {9)

E Patkern Update Settings (1)
% Automatic Update Tasks (50

E| Client Manager For Endpoint Protection

E pdateRallback Patterns (13

% Other Update Tasks (2) aff—

Marne

Core Protection Module - Update From Cloud
Core Proteckion Module - Clear Rollback Flag

Note: Like manual and automatic updates, Update from the Cloud actions will not be relevant
when the rollback flag is set.

You may select to create Update from the Cloud actions as client “offers” to allow end users more

flexibility in when to update.

Rolling Back Updates

CPM provides a Pattern Rollback feature, which gives you the ability to roll back patterns to previous
versions. From the Updates node, select Update/Rollback Patterns, then open the New Pattern Update

Rollback Task.
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:ectiu:un <

2 client Manager for Endpoint Protection {123)
= Care Protection Module (1097
J Cherview
£ Reports (4
Common Tasks (210
Deployment (230
pdates (9
?? Update/Rollback Patterns (1)
LJ Mew Pattern Update/Rollback Task. ..

fiii

1]
iiiilﬁll i

Note: Rollback actions are ordered. That means rollback tasks/actions will not be relevant after
a newer rollback action has been applied.

Note: Once a client is in the rollback state, no pattern update actions will be relevant until the
rollback flag is cleared. Use the Clear Rollback Flag task under Update > Other Update
Tasks to clear the flag.

Using the Configuration Wizards

You will use the Configuration “wizards” to customize your deployment and create tasks and actions that
define the behavior of your CPM endpoints and servers. In the navigation tree, click the Configuration
node to expand the list of configuration options, and click the “+” beside each sub-node to display the
corresponding wizards.

%@ Configuration (3}

E| Global Settings (1)

E| Activelpdate Server Settings (1)

E| Common Firewall Settings (2)

E| Cn-Demand Scan Setkings (1)

E| Feal-Time Scan Setkings (1)

E| Spyware whitelist (1)

E| Weh Reputation Blacklist-Whitelist (1)

Click on the wizard to customize your settings, then click Create Configuration Task to generate a
configuration task or action. Any configuration tasks you create will be displayed below the particular
wizard that generated the task.

3 Configuration (3]
E| Global Settings (1)

|—J Global Settings fe—
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Global Settings

Global Scan Settings wWizard -—. l Create Global Scan Settings Configuration Task... J

Scan Settings

|\|_f'| Configure scan settings for large compressed files

Navigating Through a Configuration Wizard

To demonstrate the process of using a configuration wizard, select the New On-Demand Settings Task
wizard under On-Demand Settings in the Configuration node.

On-Demand Scan Settings Wizard

E Client Manager for Endpoink Proteck
;E ore Protection Module (109 |¥] Enable virusimalware scan
J Oreryiew

L5 Reports (4)

i

|\.|_f| Enable spyware/grayware scan (Windows only)

=] Common Tasks (21) —. Scan Target Scan Exclusion Scan Action
Té Deployment (237 I
=] Updates (90 Files to Scan

‘= Configuration (3)

| Glabal Settings (1) () All scannable files

E| Activellpdate Server Settings | ib |
= .= File t Intellis
E| Comman Firewall Settings (23 (&) Pl Tpes scanned by ntellizean

= El Cn-Demand Scan Settings (1) [_) Target Files, Use file extensions for Windows and fu
L J Cn-Demand Scan Settings
E| Real-Time Scan Setkings (1)

The Wizard is organized by three tabs, each of which contains a different set of customization options:
Scan Target, Scan Exclusion and Scan Action.

The Scan Target tab includes Files to Scan, Scan Setting, and CPU Usage boxes that contain
customization parameters for your target.

User’s Guide 32 © 2010 BigFix, Inc.



BigFix® Core Protection Module
powered by TREND.

m Scan Exclusion Scan Action

() #ll scannable files
(=) File types scanned by Intelliscan

(_) Files with the following extensions (use commas to separate entries):

. ARJLBAT, BIN, BOC,, CAB, CHM, CLA, CLASS, COM, CSC,.DLL, DOC., L OT,. DRVL.EML,. EXE,. G2, HLP, HTA, HTML HTML,.
HTT, IMI,.JAR,.JPEG,. JPG,. 05, 15E, LMK,.LZH,.MDE,.MPD,.MPP . MPT,.MSG, . MSO, MW S, . OCR,.OFT.. OVL,.PDF,.PHP, PIF,.PL..
POT..PPS,.PPT,.PRC, RAR, REG,. RTF..S5CR,. 5HS,.8v5.. TAR, . WBE, WVBS, WED. WSS, WET, WD, WML, WS, LA, HLS, KLT,. KM
L2, ZIP, {*, ACCDE,.DOCH, . DOCM, DOTH,.DOTM,.PPTX, . PPTM, . POTX, . POTM,. PPAM, PPSM,. PPSH, KLEX, KLSM, KLTH.. KL
TH, BLER, KLAM

[¥] Scan compressed files. Maximum layers: @

[¥] scan boot ares

|¥] Enable IntelliTrap

If your client cornputers run CPU-intensive applications, you may wart CPM to pause between file scans to free up GPU resources,
(=) High: scan filas one sfter another without pausing
(_) Mediurn: pause slightly between file scans

() Lowi pause longer between file scans

The Scan Exclusion tab includes an AV/Spyware Scan Exclusion box that allows you to set Scan
Exclusion parameters for directories, files, and file extensions.
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Scan Target [ an ion [ Scan Action

|¥] Enable scan exclusion

Scan Exclusion List (Directories)
[¥] Exclude Trend Micro directaries (rnay help reduce false positives)
Enter a directory path (For example, o\termnplExcudeDirl,

| | Add ]

[ Remove Selected Items ]

[ Rem. Duplicates & Sort List ]

Scan Exclusion List (Files)

Enter a file name or a file name with full path (For example, Exdudebochlp; chtemphexddifExcludebochlp)

| [ Add ]

[ Remove Selected Items ]

[ Rem. Duplicates & Sort List ]

Scan Exclusion List (File Extensions)

ACCDE
ACE

AMG

Add =

BOO -

or type an exclusion below:

Rem. Duplicates & Sort
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The Scan Action tab allows you to set custom parameters for Virus / Malware Action and Spyware /
Grayware Action.

Scan Target Scan Exclusion Scan Action

Virus / Malware Action

2] Use Activefction

Use the sarme action for all virusimalware types

[If you choose Clean, specify the second action CPM will take if cleaning fails)

Tvpe ist Action Znd Acdtian

All Types | Clean * | | Quarantine -
) Use = specific action for each virus/malware type (Windows only)

Tvpe ist Action Znd Actian

Joke | Quarantine - |

Trajan | Quarantine - |

Wirus | Clean > || Quarantine v |

Test Wiruz | Pass X

Packer | Quarantine * |

Others | Clean ¥ | | Quarantine v |

I!I Back up files before cleaning (Windows only)

|| Display a notification message on the dient cormputer when virus/malware is detected (Windows only)

Spyware / Grayware Action (Windows only)

(=) Clean: ©PM will terminate processes or delete ragistries, files, cookies and
shortecuts,

() Pass: CPM will log the spyware/grayware detection for assessrment,

|| Display a notification message on the dient computer when spyware/grayware is detected

Once you've set all of the parameters that you need, select either the Create Scan Now Task or the
Create Configuration Task in the top right of the Wizard.

On-Demand Scan Settings Wizard

| Create Scan Now Task... J | Create Configuration Task...
Iv_ﬁ Enable virus/malware scan /

|v_(| Enable spywarefgrayware scan

Scan Target Scan Exclusion Scan Action

Files to Scan

The Create Scan Now Task button will bring up a task window, where you can turn the scan into a
custom Scan Now task. From that window, click where indicated in the Actions box and click OK to initiate
the Task.
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Create Task M[=]

Mame: Ln Cn-Demand Scan

Createinsite:  [Master Action Site |

o Create indomain:  |Endpaint Protection 57
Descripkion |nctions I Relevance I Properties I I F J

| Al Z4|e z o | & |7 =

This task will run an On-Dermand Scan based on a previously set Core Protection Module (CPM) policy. Relevant
cormputers carrently have CPM installed.

{Link1)

N
LI}

1 -
iZ iz
F— m— |

. o ) )
Cl|ck o initiate an on-demand scan using these settings.

[Link2)
® Clicko view the BigFix Support hame page.

The Create Configuration Task button sets a scan configuration as a default task to be used when you
deploy the Start Scan Now task located under Common Tasks > Core Protection Module in the navigation

tree. Click the Create Configuration Task button.

=mand Scan Settings ] =

-

on—Demand Scan Settings Wizard l Create Scan Mow Task... J l Create Configuration Task... J =

|¥] Enable virus/malware scan
|\|_(| Ernable spyware/grayware scan (Windows anly)

Scan Target Scan Exclusion Scan Action

When the window opens, click where indicated in the Actions box to configure policy settings and click

OK.
B create Task =l E3

Mame: —onfigure Default On-Demand Scan Settings [Core Proktection Module

Createinsite:  [master Action Ste =l
=

= . Create in domain: IEndpoint Praotection
Description |Actlons | Relevance | Properties |

| Hl Hisfs 2o

Description

#E

Il
11

|

This task will configure the default Core Protection Maodule (CPM) On-Demand Scan Settings according to a
previously set policy. These settings can in tum be invoked in an On-Demand Scan by the "Core Protection Module -
Start Scan Now" fixlet. Relevant cormputers have CPM settings not configured according to this policy

{Link1)
‘ L Clicko configure these policy settings. ‘
{Link®)

‘ L Clicko view the BigFix Support home page. ‘

Ok I Cancel |

Use this basic Wizard navigation process for each of the wizards in the Configuration node of the
navigation tree.
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= Clobal Settings Wizard — configures CPM global settings according to a previously set policy.

= ActiveUpdate Server Settings Wizard - updates settings from Trend’s “in the cloud” server.

= Common Firewall Policy Wizard - enables Common Firewall and configures firewall rules. Use
the Global Exception Rules Wizard to create and edit template rules.

= On-Demand Scan Settings - configures on-demand scan settings and/or runs on-demand scans
on CPM endpoints.

= Real-Time Scan Settings - configures real-time scan settings on CPM endpoints.

= Spyware Whitelist - configures spyware whitelist settings on CPM endpoints.

= Web Reputation Blacklist-Whitelist - manages blacklist and whitelist policies and templates.

The Web Protection Module Blacklist-Whitelist Wizard enables you to create and maintain global
lists of Web sites in the form of policies that you can use to control your users’ Web access. Once
you have defined these policies, you use them to create Custom Tasks, which you can then apply
to your endpoints.

There are two types of URL lists you can create and group into policies using the Wizard:

Blacklists These are lists of blocked Web sites. If the endpoint tries to access a Blacklisted
site, they receive a message in their Web browser indicating that access to the
site is blocked.

Whitelists These are lists of Web sites you allow your endpoints to access without
restriction.

Using the Client Console

Using the Client Console involves accessing the console, connecting the client with the CPM server,
performing manual scans, testing the client console, and updating.

The CPM client provides security risk protection by reporting events and gathering updates from the CPM
server. A system tray icon for the client console informs you of the current scan service status of CPM
and provides you access to the client console. When enabled, the client console installation initiates a
manual scan from Windows Explorer.

tanual Scan | Matal Scan Results

— Directories/Folders to scan

E--EQ‘ My Computer -
| S 3 Floppy (&)

EEQ Local C:]

ED Documents and Settings

E-BACT 138

ED Inetpub

BT Perl

@[:I Program Files

=-5AC] RECYCLER

----- E[:l Systern Volume Information

=-RACD Temp =l

i m kAT 1nR1
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Enabling the Client Console

1.

2.

Go to Configuration > Global Settings > Global Scan Settings Wizard.
Scroll down to the Client Console Settings.
Check the appropriate check boxes:

= Click the Enable System Tray icon to display the icon used to access the client
console on the relevant endpoints

= Click Enable the Manual Scan in the Windows Explorer menu to allow initiating a manual
scan

Click Create Global Scan Settings Configure Task. The Edit Task window opens.
Type a descriptive name for the Task such as “Enable Client Console.”

Click OK to close the Windows, then enter your Private Key Password and click OK to create the
new global policy.

The new settings now appear in the Configuration > Global Settings Dashboard.

Enabling Notifications on the Client

Use the On-Demand or Real-Time Scan Settings wizards to display notifications on the
client computer about virus/malware or spyware/grayware detections.

Client Dashboard and Client Console

The CPM Client Dashboard offers display-only information about the client machine to the user and
administrator. Before accessing it, it must be enabled from the CPM dashboard and deployed.

The CPM Client Console provides on-demand scan information about the client machine to the client
machine user. Before accessing it, it must be enabled from the CPM Dashboard and deployed.

Icon Key:
1 = Client Dashboard
2 = Client Console

= Jﬂhﬁ Jo12:11 PM

Note: If you have a BigFix-branded version of CPM, your system tray will look like this:

O@E c:00pm
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Client Dashboard

b BigFix Supporkt Center
File Edit Help

Computer Health Monitoring

Computer Information

Computer Name Sampledocserver

Operating System Microsoft(R) Windows(R) Server 2003, Enterprise Edition Service Pack 2

cPU Intel(R) Xeon(R) CPU E7330 @ 2.40GHz

Client Console
t_:" Trend Micro Core Protection Module
About

[
& TREND MICRO™Core Protection Module for windows

Manual Scan | Marual Scan Hesultsl

r Directories/Folders ta scan

- (0 &1y Computer
] 3% Floppy (4)

B[] Lacal Disk [

m-{] ,“, CD Drive (D)

[!__,% Scan |

Accessing the Client Console and Client Dashboard

To access the Client Console:

1. Right-click the icon in the system tray, as shown above.
2. Mouse-over the icon to display client connection information.
3. Select Core Protection Module Console. The CPM client console opens.

To access the Client Dashboard:

1. Double-click the Client Dashboard icon in the system tray, as shown above.
2. Select Dashboard from the tabs at the top of the window.

BigFix Support Center

File Edit Help /

Offers I Progress Dashbaard |
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Client Connection with CPM Server

Icons on the client computer’s system tray indicate the client’'s scan service status with
the CPM server. See the table below for a description of each icon:

Purpose Description
Manual Scan All components are up-to-date and services work
properly.

Manual or On-Demand Scan | Scan is in progress.

Real time Scan Scan service is disabled.
All Scan Types Improper scan service status. User cannot perform
scans.

o
o
=)

Manually Scanning the Client Console

A Manual Scan is an on-demand scan that starts immediately after clicking Scan
Client Console. Scan duration time depends on the number of files scanned and the hardware resources
of the client computer.

Note: When you initiate a Manual Scan from the CPM client console, the scan
settings reflect the latest settings configured by the administrator for an On-Demand Scan.

Initiating a Manual Scan from the System Tray Icon

To manually scan for security risks:

1.

Right-click the client console icon (@) in the system tray.
Select Core Protection Module Console.
Click the Manual Scan tab.

Select the drives, folders, and files you want to scan manually. (If a plus sign [+] appears next to
a drive or folder, it means that the drive or folder has at least one subfolder.)

Click Scan.

Click the Manual Scan Results tab immediately after completing the scan.
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Note: Scan results are only available during the scan session. If the console is closed,
scan results are no longer available.

Initiating a Manual Scan from Windows Explorer

This option must be enabled from the CPM dashboard before it is available.
To initiate a scan from Windows Explorer:

1. Open Windows Explorer on the endpoint computer.
2. Right-click on any folder or file to be scanned.

3. Select Scan with Core Protection Module to initiate the scan. Results will let you know if the scan
was successful, as follows:

= If nothing was found, click OK in the confirmation dialog box.
= If the scan found an issue, the action for handling malware (configured by the
system administrator) occurs.

4. Click the Manual Scan Results tab immediately after completing the scan for details.

Manual Scan Results

The Manual Scan Results tab displays the result of the most recent Manual Scan. You
can choose to view virus/malware or spyware/grayware scanning results.

Note: Closing the client console removes the information displayed on this screen.
The upper half of the screen contains the scan summary and the lower half contains a
table with detailed information about any security risk detected during scanning.

The upper half of the screen contains the scan summary and the lower half contains a table with detailed
information about any security risk detected during scanning.

Manual Scan  Mahual Scan Besults I

— Summary
Filez/0bjects scanned: 55050 Elapszed time: 00042
Winus/M alware
Infected files: 10 Cleaned: 4
Last wiruz/malware found: DCT_TESTFILE.A
S pyware/Grapware
Spyware/Grayware detected : 3 Cleaned: 3

Last spywaredarapware found: Spyware_Test_File

I Secuiity Risk Type | Security Risk | Result | Infected File/Object :I Clear List

Exit

iz VES TEST VIRLIS  Cleaned C:ATemphTest )
*irus #2KM_TEST_WIR... Cleaned CATempTest_Vius\Test_v Irfarmation |
irug DCT_TESTFILE.A Quarantined C:'\Temp\Test_Virus\Test_\J_I
Spyware/Grayware  Dialer_Test_File Successful, n.. View _ILI [Elear |
‘-I I 2 Elete |
To learn mare about a wirus/malware or to view manual cleaning instructions far malware
that cannot be cleaned automatically, select the vius/malware and click Information. Eename |
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Clear List Click this button to remove the information in the table.
Information To learn more about the security risk, click the security

risk name and then click this button

Note: | The next three buttons apply only to virus/malware scan results if the
scan action (configured by the CPM administrator) is Pass. Pass means
that CPM detected the file but did not take any action. CPM allows you
to clean, delete or rename the file.

Clear CPM may not be able to automatically clean some files
because the file may be encrypted, in a location that
does not allow it to be cleaned, or is a Trojan or worm.
(See scan results for details.)

Delete Delete the virus or malware file.

Rename Click to change the extension of the file to .VIR, (or to
VIO, .VI1, and so on if there is more than one) to prevent
users from opening it accidentally.

Viewing Scan Results

To view the scan results:
1. Perform a Manual Scan as described above.
2. Click the Manual Scan Results tab. Summary details display at the top of the screen.
3. If CPM configured the scan action to pass, select a detected virus or malware.

4. Click Clean, Delete or Rename.

Testing the CPM Client Console

After enabling the CPM console, your administrator may test it to verify that antivirus
protection works. EICAR, the European Institute for Computer Antivirus Research,
developed a test script as a safe way to confirm proper installation and configuration of
antivirus software.

Visit the EICAR website for more information at: http://www.eicar.org/

The EICAR test script is an inert text file with a .com extension. It is not a virus and
does not contain any fragments of viral code, but most antivirus software applications react to it as if it
were a virus.

WARNING: Never use real viruses to test your antivirus installation.

Contact your CPM administrator for information about how to use the EICAR test script.
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Updating the Client
Keeping client components current is essential to ensuring that your computer stays protected. The
Update Now feature allows updating at any time. The client connects to an update source to check for

updates to security components that detect the latest viruses, spyware, and malware. If updates are
available, the client automatically downloads the components.

Note: Update Now always updates from the cloud and not the ESP Server, whether the
endpoint runs remotely or connects to the LAN.

To update the client manually:
1. Right-click on the CPM client console icon in the system tray.
2. Click Update Now from the console menu.
3. Inthe Update Status tab, click Update Now.

When complete, you will see the message, “Component update is complete.”
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Viewing Reports

CPM offers five graphical reports to provide a real-time view of the state of your CPM deployment —
Overview, Versions, Infections, Web Reputation, and Port Violations reports. The Overview report is at
the very top of the navigation tree, and all other reports are accessible through the Reports node.

H—]-IE Core Prakection Module (109
—J Crvepyiew

[—]—I; Reports (4]

J Versian

J InfFection

J Web Reputation
J Port Yiolations
[T]JE Commion Tasks (210

Reports can be filtered according to the computers in your deployment that you wish to analyze. On the
Overview report, click the edit link next to the Computer Filter pull down menu to select properties by
which to include computers in your report.

Overview Ké
Ove Wiew Repor‘[‘ | All computers v | (2dit) Print Refresh

Marme: <Ad hoc Filter > ition
Visibilty: [~ Awailable to all operators
Include computers with the Following property:

| I.ﬁ.ctive Direckory Path L! lcontains ﬂ | J ﬂ

! Create I Cancel I

| A

\ \

Overview
The Overview Report provides three graphs illustrating different aspects of your CPM deployment:
= Endpoint Health Status - depicting the health of your CPM deployment

= AntiVirus / AntiSpyware Vendor Distribution - showing the anti-malware vendors in your system
= Time to Protection - showing how long it takes for an update to be applied to your endpoints
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Endpoint Health Status

Endpoint Health Status

B Healthy N/ A
B Hotinstalled

B Restartneeded | Inrollback state

Category: Patterns out of date
Computer Count: 46572 [43%)

B Unknown

B Improper service status
B Ineligible (hardware) B Ineligible (software) | Conflicting product

B Patterns out of date

Status Category Description

Healthy Systems do not fall into any of the unhealthy categories and are, therefore, healthy.
N/A Systems are not relevant to any of the content in the CPM site.

Unknown Systems have not yet reported property results.

Improper service status

Services required by CPM are not configured properly on systems.

Not installed

Eligible systems have not installed CPM endpoint components.

Ineligible (Hardware)

Systems have insufficient hardware or memory to install CPM.

Ineligible (Software)

The system’s O/S is too old or out of date or is incompatible to install CPM.

Conflicting Product

Systems have software installed that is incompatible with components of CPM.

Restart Needed

Systems require a reboot to complete an update, installation or malware removal.

In Rollback State

ESP Clients have taken a pattern-set rollback action - clients in rollback state
cannot be updated until rollback flag is cleared.

Patterns Out of Date

Systems do not have the latest available patterns.

Note:

User’s Guide

Each computer can be in only one health status category at a time.
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The criteria for a “Healthy” designation within the Endpoint Health Status pie chart are as follows:

= Relevant to at least one Fixlet/Task/Analysis in the CPM site
= Not relevant to any of the following Fixlets:

- Deploy CPM Endpoint

- Improper Service Status

- Ineligible (software)

- Ineligible (hardware)

- Ineligible (conflicting product)

- Restart Needed

- Clear Rollback Flag

= Patterns up-to-date - this is checked by comparing the values of the pattern version properties
from the client (in the Endpoint Information analysis) against the values of the pattern version

properties reported for the server (in the Server Information analysis).

AntiVirus/AntiSpyware Vendor Distribution

The graph below displays how anti-malware vendors are distributed within your deployment.

Synantec

Trend

105309 (0694

BigFix AY

Other/Nona

Anti¥irus S AntiSpyware Yendor Distributon

B EigFix AP

eTrust

Sophos ] McAfee
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Time to Protection

This statistic represents the end-to-end time of the pattern update process. In other words, the Time to
Protection graph illustrates the time from which an update reaches your CPM server to the time it's
applied to your endpoints. The graph is measured by the Average Update Delivery Time and the Number
of Computers in a deployment. Average Update Time is when a pattern set is downloaded and available
on the ESP server to the time at which it is successfully applied at the endpoint.

Time to Protection
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Average Update Delivery Time

Version

In this graph, view the distribution of versions of each component that can be updated by CPM (located in
the Configuration/Pattern Update Settings node of the navigation tree).

Antivirus Pattern VYersions

Category: 5.227.00
Computer Count: 50431 (49%)

0 v 4.429.00 v 4.420.00.0 0 v 4.429.00.1 v 4.429.00.2
0 v 4.4209.00.3 ] v 4.429.00.4 ¥ 4.420.00.5 ¥ 4.420.00.6

v +.429.00.7 || ¥ 5.837.00
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Infection

View the infection reports to see your top virus and spyware infections, as well as individual infections by
computer, virus or spyware.

User’s Guide

Top virus infections

Dd

2 (13%)

I JDKE_TEST_WIRUS JOKE_TestWir-CMM | JOKE_Test¥Wir-CNM
JOKE_TestWir-NMM | JDKE_Test¥Wir-NNM [l 15_TEST_WIRUS

KYLG_Test¥Wir-ChM KYLG_Test¥Wir-CHNM KYLG_TestWir-NhMM

Top spyware infections

Category: TEST_SpyCar
Computer Count: 1 (S0%)

&

1 (50%%)

I Adware WebRebates TEST_SpyCar
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Web Reputation

Web Reputation, which was formerly the standalone product Web Protection Module, is now an
integrated feature of CPM. Its function is to intercept malware “in-the-cloud” before it reaches users’
systems, reducing the need for resource-intensive threat scanning and clean-up. Specifically, Web
Reputation monitors outbound web requests, stops web-based malware before it's delivered, and blocks
users’ access to potentially malicious websites in real time.

Web Reputation displays blocked and visited site reports under the Reports node of the navigation tree.

Web Reputation Report Computer Filter: | all Computers v | (edit Print | Refresh
Blocked Sites Visited Sites
Frarn: 0&/16/2009 SH o000 |i,| Ta: 0&/16/2009 el 23: 59 Ii,l Update

Blocked Sites

URL Filter:

Port Violations

Port violations are attempts by applications to send network traffic over TCP and/or UDP ports that are
blocked on an endpoint by the Common Firewall.

Inbound Inbound port violations occur when external systems try to send packets to the
endpoint over blocked ports. Violations of this type may be indicative of network
attacks being directed at the endpoint.

Outbound Outbound port violations occur when applications running on the endpoint try to
send packets to external systems over blocked ports. Tracking these violations
can point to worms, spyware or bots running on the endpoint that are trying to
contact external systems for malicious purposes. If the firewall is configured to
block outgoing network traffic, any attempts to connect out over a blocked port
will be tracked as an outbound port violation event.

You can set the Common Firewall to low, medium, or high security levels, which can be accessed through
the Firewall Policy wizards in the Configuration node.

Web Reports

Open Web Reports to configure naotifications on new infection detections and view additional reports. To
get started, click the Tools pull down menu at the top of your screen and select Launch Web Reports.
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b BigFix Enterprise Console
File Edit Wew Go | Tools Help|

Back - *Fnrward -

J‘? Take Cusktam Action. ..

E lient Manager For E

_ore Protection Moc
— J Crerviem
[—]—IE Reparts (4]
— J Version
— J Infection

—J YWeh Reputati
—J Port Violations
=l Common Tasks (2
]-IE ore Probectic
—I_—E Weh Reputati
—l_% Comman Fires
—_LL] Deployment (230
= Updates (%)

E Configuration (5]

g Create Mew Fixlet..

5 Create New Task...

,';:‘ Create Mew Baseline. .,

2 Create New Analysis...

@J _reake Mew Automatic Computer Group, ..

Add External Site Masthead. ..

@ Create Custom Site, .,

@'.F Create Cusktom Filker, . Ckrl+5hift+F

Manage Properties

Manage Signing Key

View Recent Comments /

Launch ‘Web Reports

Launch ¥isualization Toal, ..

After you're logged into Web Reports, click the Reports link to find a list of CPM-specific reports:

= Common Firewall - Port Violation
= Health Status Report

= Top 25 Most Recent Spyware

= Top 25 Most Recent Viruses

= Top 25 Most Recent Viruses (for Mac)
= CPM Dashboard
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b Web Reports

Explore Data | il 8L

Administration

| Label+ || Delete ||

Select: All, Mone

Hame -

7 Action List

T Analysis List

77 Comman Fireveall - Port Violation

¢ Computer Compliance Detai

pie Computer Cormpliance Surmmary

s Computer Properties List

17 Core Protection Module - Health Status Report

7 Care Protection Module - Top 25 Most Recent Spyware
¥ Care Protection Module - Top 25 Most Recent Wiruses
¥ Care Protection Module for Mac - Top 25 Most Recent Wiruses
77 CPM Dashboard

T¢ Open Vulnerabilities List

OOoOooooooaoogaQ

To receive notification emails on new infections, configure a scheduled activity to notify you any time one
of the Top 25 reports change. You can also set the Health Status Report to email current “healthiness”
numbers on a periodic basis (e.g., once a day).

For more information on scheduled activities, see the BigFix Web Reports User's Guide.
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General Tasks

Core Protection Module Tasks

The Common Tasks node of the navigation tree enables you to start and stop scans, upload specific files
from your endpoints to your BigFix server, and enable or disable a Client Dashboard. Tasks are
organized into three main categories — Core Protection Module, Web Reputation, and Common Firewall.

E| Comman Tasks (211

E| Core Protection Module (11)
% Wb Reputation (9)

% Common Firewall (1)

Scanning

To start or stop an On-Demand scan, use the Common Tasks node of the navigation tree, or create a
custom Scan Now task using the On-Demand Scan Settings wizard under the Configuration node.

f—]—lE Carnron Tasks (21)

ﬂ—]—lEl Core Protection Module {11)

—J Restore Spyware/Erayware, .,

_E Core Protection Module - Disable Client Dashboard (1)

—E Zare Protection Madule - Enable Client Dashboard §0)

—ﬁ Zore Protection Module - Quarantine File Maintenance {00

—E Care Protection Module - Sek Maximum Spyware Repart Count (1)
—ﬁ Core Protection Module - Set Maximum Virus Report Count (1)
—E Core Protection Module - Skart Scan Mow (1)

—ﬁ Care Protection Maodule - Stop Scan Mow (0)

El Configuration (9

E| Global Settings (2)

E| Activellpdate Server Settings (1)

E| Commion Firewall Settings (23

= E| On-Demand Scan Settings (1}/

|—J on-Cemand Scan Sektings

By creating custom Scan Now tasks, you can configure an On-Demand scan to run on a regular basis —
for example, a light (partial) scan performed every morning and a complete scan performed only on
weekends.

Enable Client Dashboards

This feature allows you to enable or disable a dashboard that's visible to end users. If enabled, you get an
icon in the system tray in bottom right corner of your computer. Clicking the icon will display the client Ul
which will now have a new dashboard tab.
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The Client Dashboard displays computer information, version information about your CPM deployment,
status information (e.g. the last time a scan was run or pattern was updated), and recently-detected

spyware and viruses.

File Edit Help

Offers I Progress Dashboard |

Computer |

b BigFix Support Center !El E

Computer Health Monitoring

A

A related dashboard, called the Technician Dashboard, is also available after enabling the client
dashboard by hitting “Control-Alt-Shift-T”. The Technician Dashboard provides additional technical
information about the endpoint, including sections for Computer and Relevant Fixlets.

b BigFix Support Center !EI E

File Edit Help

Ciffers I Progressl Dashboard  Technician |

Detailed Computer Information

You can enable/disable client side dashboards through the following path in the navigation tree:
Common Tasks > Core Protection Module > Enable Client Dashboard. Click Enable Client Dashboard.
When the window opens, scroll down to the Actions box and click where indicated to initiate the

deployment process.
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H—]-IE Core Prokection Module (1117

J Crervien

= Reports (4)

Common Tasks (21)

E Core Protection Maodule (11

J Restore SpywareGrayware, .,

ﬁ ore Prokection Module - Disable Client Dashboard (1)

ﬁ ore Prokection Module - Enable Client Dashboard {0}

E Core Protection Module - Quaranting File Maintenance (0)

i

[+

4@— |

Client Offers

You can offer end users actions that they can select at their own discretion (also referred to as self-
provisioning). For example, you can issue offers to allow end users to initiate tasks themselves. Access
the Offers capability through the Take Action dialog from any Fixlet.

=10 x|

Mame: I Core Protection Module - Endpoint Deploy Create in domain: IEndpoint Protection j

Preset: IDeFault j ™ show only personal presets — Save Preset, | Delete Preset, ., |

argel xecution | Lsers Essages ost-Action | Applicability | Success Criteria | Action Scripl
T k| E i L Ll Offer | Post-Acti Applicability | S Criteria | Action Scripk

An action that is made into an 'Offer’ becomes available in the list of offers in the client UI on applicable machines, Users can browse
through the list of available offers and apply those that they are interested in, Offers will only be visible to users selected on the
‘Users' tab and on machines where the client Offer LI is enabled.

L <+
Title: I Core Protection Module - Endpoint Deploy
Category I

1|
Core Protection Module - Endpoint Deploy

D& (8 2 u

| ® Click here to accept this offer.

|

[8]4 I Cancel |

For more information on “making offers”, see p. 28 of the BigFix Console Operator’'s Guide.

Note: This feature requires BigFix client version 7.2.4.60 or higher.

Uploading Quarantined Files

Quarantined malware is stored on the endpoint for further analysis. In order to further investigate the
nature of specific malware, you can use this task to upload any quarantined malware files stored on your
targeted endpoints to your server.
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From the navigation tree, select Tasks > Core Protection Module > Upload Quarantined Files. When the
dialog opens, scroll down to the Actions box and click where indicated to upload the designated files to
the server.

Uploading Infection Logs

This task will enable you to upload virus and spyware log files on targeted endpoints to the BigFix Server.
This can be useful if an Administrator needs further investigation of log files aside from what is already
offered from the Infection Report in the CPM Dashboard.

From the navigation tree, select Tasks > Core Protection Module > Upload Infection Logs. When the
dialog opens, scroll down to the Actions box and click where indicated to upload logs to the BigFix server.

Web Reputation Tasks

The Web Reputation feature prevents Web-based malware from infecting your users’ computers. Web
Reputation reduces the need for threat scanning and clean-up by intercepting malware before it reaches
your users’ computers. Specifically, Web Reputation monitors outbound web requests, stops web-based
malware before it's delivered, and blocks users’ access to potentially malicious websites.

Enabling Web Reputation

To enable CPM Web Reputation, select Tasks from the navigation tree, click Web Reputation, then select
Enable Web Reputation. In the Actions box, click where indicated to enable the task. To disable Web
Reputation, select that task from the Navigation bar under Web Reputation.

Note: Review the Knowledge Base article on the BigFix support website for details about how
to migrate policies from Web Protection Module to the Web Reputation component of
CPM.

Setting the Security Level

To set desired security levels for Web Reputation, select Tasks from the navigation tree, click Web
Reputation, then select Configure Web Reputation Security Level.

The following security levels determine how/if Web Reputation will allow or block access to a URL:

= High: Blocks URLs that are unrated, a Web threat, very likely to be a Web threat, or
likely to be a Web threat

= Medium: Blocks URLs that are unrated, a Web threat, or very likely to be a Web threat

=  Low: Blocks only URLSs that are a Web threat

In the Actions box, click where indicated next to your desired security level to deploy this task.
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® Click here to set High Web Reputation security level.

® Click here to set Medium Web Reputation security level.

® Click here to set Low Web Reputation security level.

Log Maintenance

When Web Reputation is enabled, the URL history and web threat logs increase in size as web requests
are issued. The Log Maintenance task archives current URL history and web threat logs and deletes
archived logs that are older than the deletion threshold. The deletion threshold will default to 14 days if
not specifically set.

Note: The default execution behavior of this task is to apply this action once a day whenever a
computer is relevant / applicable. To change this behavior, modify the Execution section in
the Take Action dialog.

In the Actions box, click where indicated to maintain current and archived Web Protection URL logs.

Note: If you enable Web Reputation, it is very important that you also use this task to archive
logs. If you do not, the log files will never be removed and can eventually consume
significant disk space.

Configuring Proxies

Web Reputation requires internet access. In certain network environments, the use of a proxy server may
be required.

Note: The proxy server password MUST be encrypted for this action. The task window will
provide a utility for encrypting the password.

To configure proxy settings, select Tasks > Web Reputation > Enable/Configure Proxy Settings from the
navigation tree.

To disable a proxy server, select Tasks > Web Reputation > Disable Proxy Server task from the
navigation tree.

Uploading Web Reputation Logs

Web Reputation maintains logs for web-based threats. These logs are stored on your endpoints, and can
be uploaded to the server. To do this, select Tasks > Web Reputation > Upload Web Threat Logs from
the navigation tree. From the Actions box, click where indicated to upload the selected logs to the server.
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Enable/Disable Collection of Visited Sites

Take this action to stop the collection of visited sites information. Visited sites information will exist on the
endpoint; however, that information will not be transferred to the ESP Server via the Web Reputation —
Site Statistics analysis.

Common Firewall

Uploading Firewall Logs

Use this task to upload firewall log files on targeted endpoints to the server. From the navigation tree,
select Common Tasks > Common Firewall > Upload Firewall Logs.

Endpaint Protection £

E| Client Manager for Endpoint Protection (123)
;El Core Protection Module (1117

J Crvepview

E Reports (4)

= E Commion Tasks (210

E Core Protection Module (117

% Web Reputation {9)
% Zommon Firewall 1)
% Deployment (230
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Part 6

Appendix

Viewing Analyses

To locate information about CPM endpoints, use the Analyses node of the navigation tree.

%
=| Client Manager For Endpoint Protection {123)
S| Core Prokection Module (1113

ol CNErYiE

) CPM Endpoints (7)

—@ CPM For Mac Endpainks (4}
—@ CPM Server (2]

—@ \Web Repukation (23

—@ Web Reputation For Mac (23
—@ Comman Firewall (30

—l_% Troubleshooking (&)

]—El Device Conkral (16)

Note: The data in some of the analyses is intended for viewing through the CPM Dashboard
reports and may not be useful in its raw form.

Clicking on any of the items under the Analyses node in the navigation tree will populate a list of the
related analyses in the list panel in the upper right of your screen.
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Status | Tarme

Activated Globally Care Prokection Module - Endpoint Protection: On-Demand Scan Settings

Core Pratection Madule (1117 Activated Globally Care Prokection Module - Endpoint Protection: Real-Time Scan Settings
Activated Globally Care Prokection Module - Endpoint Protection: Global Client Settings

J Crveryiew ﬁ Activated Globally Care Prokection Module - Virus/Malwate Information

5 Reports (4) Activated Globally  Core Prokection Module - Endpoint Information

Comman Tasks (21) Act?vated Globally  Core Prntect?nn Module - Spywarefiarayware Information _

Activabed Globally  Core Probection Module - SprvwarejGrayware Restore Information

Deployment (23)
Updates (9)
Zonfiguration (93
B Analvses (200 :

& CPM Endpoints (7) Qjfctivate GQugDeactivate | o Edit |5 Export | Hide Locally Hide Globally | K Bemove ‘
CPM For Mac Endpoints (4)
CPM Server (2)
web Feputation (23

web Feputation For Mac {2) Description
Zommon Firewall (33

n Settings

Description |Detai|s I Results I Applicable Computers (1) I

Troubleshooting

Five of the options in the Troubleshooting node of the navigation tree enable you to resolve issues
identified in the Health Status Chart under Deployment/Overview. Three audit Fixlets, shown below,
specifically detect machines that are ineligible for a CPM installation:

Troubleshaoking

Caore Protection Madule - Ineligible For Install - Insufficient Hardware Resources
Core Protection Module - Ineligible for Install - Insufficient Software Resources
Core Protection Module - Ineligible for Install - Remowval of Conflicking Product, .
Core Protection Module - Restart Meeded

The remaining two Fixlets identify machines where services are not running or configured correctly, and
machines that are in need of a reboot.

This node also contains a task to disable the Windows Firewall, which may be required for proper
functioning of the Common Firewall component.

Uninstalling CPM

To uninstall CPM from your environment, click the Uninstall CPM Server and the Uninstall CPM Endpoint
tasks under Deployment/Uninstall in the navigation tree.
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Core Prokection Module (1117
J Overview Core Protection Madule - Remove Server Campanents
= Core Protection Module - Uninstall BigFix &ntiPest 1.0
£, Reparts (4) Core Protection Module - Uninstall BigFix AntiPest 2.0
S| Common Tasks (21) Core Prokection Module - Uninstall BigFix: Ankivirus
—-é Deployment (23] Core F'rn:ntect?n:nn Module - Lln?nstall aTrusk Ankivirus
= Core Protection Module - Uninstall eTrust InoculabelT
E Install (4) Core Protection Module - Uninstall Mcafees ePalicy Orchestrataor
{5 Upgrade (4) Core Pratection Madule - Uninstall McAfes YirusScan
% Urinstal {15 Care Prokection Module - Uninstall Sophos Anki-Yirus
EEI-IE Updates (3) Core Protection Module - Uninskall Symantec Ankivirus Corporate Edikion 10,x ..,
= Core Protection Module - Uninstall Symantec antivirus Corporate Edition 9.x ..,
HiE| Configuration (9 Zore Protection Module - Uninstall Swmantec Endpoint Protection 11.x Client
[]_@ Analyses (200 Care Prokection Module - Uninstall Web Prokection Module
Zore Protection Maodule For Mac - Endpoint Uninstall

After removing all of the binary components, you should also stop any open CPM policy actions, such as
actions taken from the Set ActiveUpdate Pattern Update Interval or Apply Automatic Updates tasks, as
well as any client offers you may have issued.

FAQs

The following are a list of Frequently Asked Questions. If you have a question about this product and
don’t see your question below, see the Technical Support section of this document for a list of available
resources.

What is the definition of “healthy” in the endpoint Health Status Chart?
= Relevant to at least one Fixlet/Task/Analysis in the CPM site
= Not relevant to any of the following Fixlets:

Deploy CPM Endpoint

Improper service status

Ineligible (software)

Ineligible (hardware)

Ineligible (conflicting product)

Restart needed

0 Clear Rollback Flag
= Patterns up-to-date

OO0Oo0OO0OO0O0

Why does my Health Status Chart only show 3 categories in the legend?
The Endpoint Health Status chart includes 11 categories shown below. If all of these categories
are not displayed on your screen, try expanding the size of the dashboard window.

= Healthy

= N/A

= Unknown

= Improper service status

= Notinstalled

= |neligible (Hardware)

= Ineligible (Software)

= Conflicting Product

= Restart Needed
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= In Rollback State
= Patterns Out of Date

How do | create exclusions?
Go to the Scan Exclusion tab in the On Demand and Real Time wizards (Configuration node).

On-Demand Scan Settings Wizard

V| Enable wirusfmalware scan

[¥] Enable spyware/grayware s(an/
Scan Target Scan Exclusion Scan Action

How do | configure an action when a virus is detected?
Go to the Scan Action tab in the On Demand and Real Time wizards (Configuration node).

On-Demand Scan Settings Wizard
[¥] Enable virus/malware scan

[V Ensble spywsre/grayware scan

Scan Target Scan Exclusion Scan Action

How do | tune spyware detection?

You can set spyware detection to assessment mode in the “Spyware Grayware Scan Settings
Only” section of the Global Settings wizard (Configuration node). Instead of quarantining spyware
that's been found, this feature allows you to simply report spyware so you can view the infection
reports and set appropriate exclusions.

Can | automatically flow updates through clients without operator approval?
Yes. However, you need to manually enable Automatic Updates. See Page 29 of this document,
or check the list of Knowledge Base articles located on the BigFix support site.

How do | get notified when my system detects a new spyware or virus infection?
Using Web Reports, configure a Scheduled Report based on the Top 25 Spyware and Virus
reports, and set it to email you anytime it changes.

How can end users monitor infection information?
By enabling the Client Dashboard.

What is IntelliTrap, referenced in the On Demand Scan Wizard?
IntelliTrap helps reduce the risk of virus/malware entering your network by blocking files with real-
time compressed executable files.

Scan Settings

| Scan compressed files. Maximurm layers: 2 -
4] R ¥ 2 =)

¥itus /Malware Scan Settings Only

[¥] Scan boot area /

|¥] Enable IntelliTrap

What is IntelliScan, referenced in the On Demand Scan Wizard?
IntelliScan is a Trend feature that will only scan files known to potentially harbor malicious code,
even those disguised by an innocuous-looking extension name.
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On-Demand Scan Settings Wizard

Do the On Demand, Global, and Real Time settings features come with default
settings, or do | need to set parameters on them before | use this product?

CPM is packaged with default settings for each of these functions, but the wizards enable you to
configure them with customized parameters (for example, use the wizard to customize exclusions
to a scan).

What is ActiveAction, referenced in the Real Time Wizard Scan Action tab?
ActiveAction is a set of pre-configured scan actions for specific types of viruses/malware. It is
recommended to use ActiveAction if you are not sure which scan action is suitable for each type
of virus/malware.

What is the ActiveUpdate Server and what is it used for?
TMAU, or the Trend ActiveUpdate Server, is Trend'’s “In the Cloud” server from which our CPM
server downloads pattern set files.

Technical Support

BigFix offers a suite of support options to help optimize your user-experience and success with this
product. Here’s how it works:

=  First, check the BigFix website Documentation page
= Next, search the BigFix Knowledge Base for applicable articles on your topic
= Then check the User Forum for discussion threads and community-based support

If you still can’t find the answer you need, contact BigFix’'s support team for technical assistance:

=  Phone/US: 866 752-6208 (United States)
= Phone/International: 661 367-2202 (International)
= Email: enterprisesupport@bigfix.com
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