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Part One

Introduction

This guide describes a portfolio of security configuration content called Configuration Management. This content is organized through checklists, which assess and manage the configurations of desktops, laptops, and servers. The Configuration Management solution has achieved Security Content Automation Protocol (SCAP) certification with the National Institute of Standards and Technology (NIST) for both misconfiguration assessment and remediation. By offering an extensive library of technical checks, Configuration Management detects and enforces security configuration policies using industry best practices.

This guide serves as a resource for IT personnel responsible for managing and enforcing corporate system configuration policies on endpoints. The Configuration Management checklists allow security teams to define the security parameters and configurations required by corporate policy. IT managers use the Configuration Management checklists to enforce security policies and document the current state of compliance against corporate policies. Tivoli Endpoint Manager console operators focus on the detailed day-to-day configuration management of all systems to use detailed information for each endpoint. Auditors use Configuration Management checklists to determine the current state of compliance for systems within the entire organization.

System requirements

Configure your Tivoli Endpoint Manager deployment according to the following requirements:

Minimum supported browser versions:

- Internet Explorer 7.0 or later

Minimum Adobe Flash player version:

- Flash Player 9.0 or later

Minimum Tivoli Endpoint Manager component versions:

- Console 8.0 or later
- Windows Client 8.0
- UNIX Client 7.2.5.21

Installing Configuration Management

Each Configuration Management checklist is provided as a single site and represents a single standard and platform. When added to a Tivoli Endpoint Manager deployment, the content is continuously updated and automatically delivered. Computers must be subscribed to the site to collect data from Tivoli Endpoint Manager clients. This data is used for reporting and analysis.
The process of site subscription depends on the version of the Tivoli Endpoint Manager console that you have installed. For more information about site subscription, see the Knowledge Base article [here](#).

Alternatively, an air-gap can be used to physically separate the Tivoli Endpoint Manager server from the Internet Fixlet server. For more information, see [http://support.bigfix.com/bes/install/airgapnetwork.html](http://support.bigfix.com/bes/install/airgapnetwork.html).

The Fixlets in this site can be used as-is or customized to meet your own security policies. Compliance calculations are evaluated locally on each endpoint, and the Configuration Management solution is scalable and can accommodate large numbers of computers.

You can choose to copy Configuration Management content to custom sites. This allows you to customize the content.
Part Two

Fixlets and Analyses

Check Fixlets in Configuration Management checklists assess an endpoint against a configuration standard. Many check Fixlets have a corresponding analysis, sometimes referred to as measured values, which report the value of the element that the check Fixlet evaluates.

Check Fixlets

A check Fixlet becomes relevant when a client computer is out of compliance with a configuration standard. By viewing the Configuration Management Fixlets, you can identify non-compliant computers and the corresponding standards.

To start using the Configuration Management checklists, obtain a masthead for the appropriate Configuration Management site and open it within the Tivoli Endpoint Manager console. When the site has been gathered in the console, follow the steps below to view the checks:

1. Select a Configuration Management checklist from the navigation tree.

2. Expand a checklist and click Fixlets and Tasks.
3. Click one of the Fixlets displayed in the list. The Fixlet opens with the following tabs: Description, Details, Applicable Computers, and Action History. Click the Description tab to view the text describing this Fixlet.

The Fixlet window typically contains a description of the check, options to customize the configuration setting, and a related Action to remediate one or more systems to the expected configuration value.
The Fixlet is applicable to a subset of endpoints on your network. The size of that subset is shown in the Applicable Computers tab.

Note: UNIX controls provide custom parameterization, but through a different mechanism. For more information, see the Configuration Management Checklists Guide for Windows and UNIX.

Modifying check parameters

In addition to monitoring compliance status and remediating settings that are out of compliance, you can also modify the parameters used in determining the compliance of the checks. For example, you can set the minimum password length on an endpoint to 14 characters. You can customize the password-length parameter to your specific policy.

For more information about modifying check parameters, see the Configuration Management Checklists Guide for Windows and UNIX.

Taking a remediation action

Many Fixlet controls have built-in Actions to remediate an issue. To start the remediation process, click the link in the Actions box.
The Take Action dialog opens, where you can target the computers that you want to remediate. For more information about the Take Action dialog, see the Tivoli Endpoint Manager Console Operator’s Guide.

A remediation action typically sets a value in a file or in the Windows registry. Most UNIX remediations run the runme.sh file for the appropriate check. This action applies the recommended value shipped with the product or the customized parameter you set according to your own corporate policy.

After you have targeted a set of endpoints, click OK and enter your Private Key Password to send the action to the appropriate endpoints. While the actions are run on the endpoints and the setting is remediated, you can watch the progress of the actions in the console.

When every endpoint in a deployment is brought into compliance, the check Fixlet is no longer relevant and is removed from the list of relevant Fixlets. Although the Fixlets are no longer listed, they continue checking for computers that deviate from the specified level of compliance. To view them, click the "Show Non-Relevant Content" tab at the top of the console window.

### Measured Value Analyses

In addition to check Fixlets, some checklists include analyses that provide the actual values of the items being checked. Measured values are retrieved using analysis properties. You can find measured value analyses by clicking the Analyses subnode within any checklist.

![Security Configuration Tree](image)

**Note:** For best performance, only activate the analyses that you need for your deployment. Only activated analyses are visible in SCA.
Creating and Managing Custom Checklists

The ability to customize Configuration Management parameters and exclude specific computers from an analysis gives you control over your security status. However, you can also use custom checklists to fine-tune the settings monitored in your deployment. Custom checklists target specific sets of computers with tailored content using the subscription mechanism. This allows statistics to be gathered with finer granularity. To create your own checklist with custom sites, perform the following steps.

**Step 1:** Create a custom checklist from an existing external checklist  
**Step 2:** Customize Fixlets using built-in parameterization  
**Step 3:** Subscribe the proper computers to the custom checklist

Creating Custom Checklists

Click the Checklist Tools folder in the navigation tree to access the Create Custom Checklists wizard.
Before creating a custom checklist, you must be subscribed to the Configuration Management Reporting external site. To create a custom checklist based on existing external checklists, perform the following steps:

1. Open the Create Custom Checklist wizard (located in the Checklist Tools folder of the main menu).

2. Type in a name for your new custom site in the appropriate text box.

3. Select one or more checklists that you want to copy into your new custom list. If you are subscribed to a large number of checklists, you can use the Search box to filter the displayed checklists.

4. Click Copy # Checklist(s) at the bottom of the window.

5. Enter your private key password.

The console begins copying the checks in the selected lists into your new custom checklist. Depending on the number and size of the checklists selected, this might take several minutes.

Use care when subscribing computers to custom checklists. Custom checklists do not support site relevance, which protects you from bad subscriptions. For more information about subscribing computers to sites, see the Tivoli Endpoint Manager Console Operator’s Guide.

Customizing content

Now that you have a custom checklist populated with content copied from external checklists, you can configure your checklist by any of the following means:

- Configure check parameters to control remediation
- Delete unwanted or unnecessary checks
For more information about these steps, see the Configuration Management Checklists Guide and the Custom Fixlet Authoring documentation.

**Note:** In Console versions 8.0 and later, subscribing computers to a custom checklist site is handled in the same way as with External checklist subscriptions (see previous section entitled “Subscribing computers to Configuration Management checklist sites”).

### Configuration Management Reporting

In previous releases, the primary reporting tools for the Configuration Management solution included the Configuration Management dashboard, Exception Management dashboard, and Web Reports. These tools, while still accessible for customers with previously-saved reports and exceptions, have now been superseded by the Security and Compliance Analytics (SCA) product, which is included in all Configuration Management subscription packages.

For more information about SCA, see the documentation [here](#).
Part Four

Support

Frequently asked questions

Can I parameterize all checks?

Not all checks can be parameterized using the Fixlet user interface we provide. In cases where a check can be parameterized, the method depends on the type of content. See the Configuration Management Checklists Guide for more information.

Are remediation actions available for all checks?

Remediation actions are available for a subset of checks.

Where can I find a sample file containing UNIX parameters?

See the Configuration Management Checklists Guide.

Are there compliance evaluation reports/mechanisms that compare a laptop or server against FISMA/NIST/DISA standards?

Configuration Management checks assess servers, laptops, and desktops against a predefined set of configuration guidance such as DISA STIG and FDCC.

Tivoli Endpoint Manager also supports configuration standards from NIST, NSA, and other standards organizations. Regulatory compliance regulations such as FISMA, PCI, and others can easily be supported by customizing the checklists provided by IBM.

What happens if I subscribe sites incorrectly to a system?

Each Configuration Management site applies to a specific operating system or product. It is important that each computer subscribed to each site matches the correct operating system configuration. This ensures the accuracy of the compliance results for each Configuration Management site, and prevents potential performance issues. External sites contain site relevance to ensure that only applicable computers are subscribed. However, custom sites do not support site relevance, so you are responsible for maintaining accurate subscriptions.
When I run a remediation action on a UNIX endpoint, how do I ensure that a system is not remediated more than once?

When a remediation action is run, the remediation action reruns the detection script. When the detection script is run, it provides the validation of whether or not the remediation was successful. If successful, the Fixlet becomes non-relevant. If unsuccessful, the Fixlet remains relevant.

What does the letter designation mean on the end of some of the scripts within the UNIX content?

We used the DISA STIG unique identifiers as part of the naming convention for each DISA STIG control that was built. In the case where we had to separate a single control into multiple scripts, the scripts include a letter designator on the end that provides a unique ID for each control.

What is the security associated with the base parameter file that defines the parameters for the UNIX content?

The standard permissions for this file are 700 (RWE for the owner of the file). In this case, the owner must be root or whichever user is the owner of the BES Client.

Technical support

IBM offers a number of specialized support options to help you learn, understand, and optimize your use of this product:

- Tivoli Endpoint Manager Info Center
- BigFix Support Site
- Documentation
- Knowledge Base
- Forums and Communities
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